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Abstract—As wireless technologies inside smart cars are increasing, Vehicular Ad hoc NETworks (VANETs) are becoming a promising way to enhance driver and passenger safety by enabling each vehicle to provide a warning in real time when a critical event is predicted. These applications require reliable broadcast schemes with minimum access delay and transmission collisions, which thus increase the need for an efficient Medium Access Control (MAC) protocol. However, the design of an efficient MAC protocol in VANET networks is a challenging task due to the high speed of the nodes, the frequent changes in network topology and various QoS requirements. Motivated by this observation, in this paper we present a Centralized TDMA based MAC protocol named CTMAC for real-time communications in VANETs. In our solution, Road Side Units (RSUs) are used as central coordinators to schedule and maintain time slot assignment for the vehicles in their coverage areas. In this work, we will show how interference between vehicles in the overlapping regions can be avoided without using any complex spectrum mechanisms such as CDMA or OFDMA. The simulation results reveal that CTMAC significantly outperforms the VeMAC and ADHOC MAC protocols, in terms of transmission collisions and the overhead required to create and maintain the TDMA schedules.
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I. INTRODUCTION

The continuing increase in road traffic accidents throughout the world has motivated the development of Intelligent Transportation Systems (ITS) and other applications to improve road safety and driving comfort. A communication network, called a Vehicular Ad-hoc NETwork (VANET), in which the vehicles are equipped with wireless devices has been developed to make these applications feasible. In a VANET, communications can be either Vehicle-to-Vehicle (V2V) or Vehicle-to-Infrastructure (V2I) [1]. Based on these two types of communications, a VANET can support a wide range of applications for safety (such as dangerous situation detection), for infotainment (such as Internet access and data exchange) and for traffic management (such as vehicle traffic optimization).

Since safety applications in VANETs have stringent QoS requirements, an efficient Medium Access Control (MAC) protocol that can provide a broadcast service with bounded access delays and minimum transmission collisions is required. Recently, MAC protocols, notably those that are based on the TDMA technique, have been used to enable multiple vehicles to use the same frequency channel without interfering with other vehicles’ transmissions [1]. The TDMA principle consists in allocating the bandwidth to the vehicles by dividing the time into different frames and each frame is divided into several time slots. Each vehicle can access the channel during its dedicated time slot to send data messages, while it can only receive messages during the time slots reserved for other vehicles. However, many issues arise due to the high vehicle mobility in VANETs which can affect the performance of these protocols. Therefore, the scheduling mechanisms in TDMA-based MAC protocols should take into consideration the mobility features of VANETs. In this paper, we propose a Centralized TDMA-based MAC protocol (CTMAC) in which Road Side Units (RSUs) are used to coordinate channel access for the vehicles within their communication range.

The rest of the paper is organized as follows. In Section 2, we review related work. Section 3 describes the system models and presents the TDMA problems that may occur in a centralized VANET topology due to the high mobility of the nodes. Section 4 describes our TDMA-based MAC protocol, called CTMAC, and how it solves the interference problem between vehicles in the overlapping RSU regions without having to use complex broadband mechanisms such as FDMA or CDMA. Section 5 presents the simulation results and the performance evaluation. Finally, conclusions and future work are reported in Section 7.

II. RELATED WORK

MAC protocols generally fall into one of two broad categories: contention-based and contention-free. In contention-based protocols, each node can try to access the channel when it has data to transmit using the carrier sensing mechanism [2]. The IEEE 802.11p [3], which is the emerging standard deployed to enable vehicular communication, is a Contention-based MAC protocol which uses a priority-based access scheme that employs both Enhanced Distributed Channel Access (EDCA) and Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA) mechanisms [4]. Since the IEEE 802.11p standard is a Contention-based MAC, it cannot provide a reliable broadcast mechanism with bounded communication delay. This disadvantage is particularly detrimental in VANETs which are specifically designed to improve road safety.
In Contention-free MAC protocols, only one vehicle can access the channel at any given time within a given neighborhood. Therefore, these protocols provide collision-free transmission with bounded access delay for real-time applications. In recent years, many TDMA-based MAC protocols have been proposed to guarantee real-time and reliable communications in VANETs while avoiding the access collision problem due to concurrent access to the same time slot. Each protocol has been proposed for a particular problem in a specific mobility scenario. For instance, the authors in [5] have proposed an AD HOC Medium Access Control (ADHOC MAC) to provide an efficient broadcast service for inter-vehicle communications and solve MAC issues such as the hidden-exposed terminal problem and QoS provision. ADHOC MAC is a contention-free medium access protocol which implements a dynamic TDMA mechanism that is able to provide prompt access based on a distributed access technique, R-ALOHA (Reliable R-ALOHA [6]). Each vehicle can access the channel at least once in each frame by randomly selecting a time slot as its Basic Channel (BCH). In [7], [8] Omar et al. developed and evaluated a contention-free multi-channel MAC protocol proposed for VANETs. This protocol supports efficient one-hop and multi-hop broadcast services on the control channel without the hidden terminal problem caused by node mobility. These broadcast services are presented in [5] for ADHOC MAC. VeMAC reduces the collision rate by assigning disjoint sets of time slots to vehicles moving in opposite directions (Left, Right) and to RSUs. Since ADHOC MAC and VeMAC are fully distributed protocols, an access collision problem can occur between vehicles trying to access the same time slots.

Many alternatives exist to mitigate access collision between vehicles trying access the channel at the same time by using a central coordinator (i.e. RSU). For instance, Guo et al. in [9] propose an Adaptive Collision-Free MAC (ACFM) protocol based on a centralized dynamic time slot reservation mechanism. In ACFM, each frame is divided into a fixed number of time slots: one RSU Slot (RS) which is used by an RSU to broadcast control messages to the vehicles within its coverage area and 36 Data Slots (DS) which can be used by the vehicles to broadcast their beacon data to their neighboring vehicles. The control message that is periodically diffused by an RSU contains the DS assignment schedule for vehicles under its coverage and time synchronization information. A cycle length expansion and shrinking mechanism have been added to ACFM to ensure the fairness of the channel access protocol. When vehicle density is low in a particular subnet, the corresponding RSU coordinator will shrink the slot assignment cycle frame by frame to avoid free slots occurring. In contrast, if vehicle density is high, the RSU will expand the assignment cycle frame by frame (at most five frames), where 36 additional free DS slots are added. However, the protocol does not handle communications between vehicles belonging to two different subnets. Moreover, due to high node mobility, the interval of time in which the vehicle stays in an RSU region is very short, which can lead to breaks in communication. In [10] and [11] Zhang et al. proposed a Unified TDMA-based Scheduling Protocol (UTSP) for V2I communications. The goal of the work is to optimize the throughput for non-safety applications in VANETs. In the proposed TDMA scheduling strategy, the RSU collects the necessary information including channel state information, speed, and the Access Category (AC) characteristics of the vehicles within its communication range and then it assigns the time slots to the vehicles based on the weight function which consists of three factors, i.e. channel-quality weight factor, speed weight factor and AC weight factor. Since the protocol was evaluated for only one RSU, an interference problem can occur between vehicles in the overlapping regions where several RSUs are used. In this paper, we focus on this category of approach and we propose a new Centralized TDMA-based MAC protocol (CTMAC) for real-time communications in VANET networks in which RSUs are used to coordinate channel access.

III. SYSTEM MODEL AND TDMA PROBLEM STATEMENT

A. System Model

A VANET in a highway scenario consists of a set of vehicles moving in opposite directions and under varying traffic conditions (speed, density). CTMAC is based on the assumption that each vehicle in a VANET is equipped with a GPS (Global Positioning System) or a GALLILEO receiver that also allows it to obtain an accurate real-time three-dimensional geographic position (latitude, longitude and altitude), speed and exact time. Moreover, synchronization between vehicles may be performed by using GPS timing information. Each road is divided into fixed areas of length $2 \times R$, where $R$ is the transmission range. Note that each area is covered by one RSU installed at the side of the highway and in the middle of the corresponding area. In the following, we detail the slot scheduling mechanism in CTMAC and we show how this protocol can provide an efficient time slot utilization for the participating vehicles, while minimizing transmission collisions caused by the hidden node problem.

B. TDMA Problem Statement

When a centralized scheme is used to allocate a time slot, some issues should be addressed in order to implement efficient and fair centralized TDMA-based MAC protocols:

**Inter-RSUs interference** Each RSU adaptively creates and manages the TDMA slot reservation schedule for vehicles in its coverage. Thus, the same set of time slots can be allocated to vehicles in neighboring RSU regions. However, if there is an overlap between two neighboring RSUs that use the same frequency band, the messages broadcasted in one RSU region will affect the communications in the neighboring RSU region.

**Short stay period in an RSU region** Due to their high speed, vehicles can join/leave an RSU region in short intervals of time, which leads to breaks in communication. Thus, the centralized MAC should ensure that a vehicle can continue to communicate at all times. Moreover, at any moment, the density of vehicles in an RSU region can vary rapidly from only a few vehicles to a high number of vehicles.

**Access and merging collisions** An access collision problem occurs between vehicles trying to acquire the same available time slot. On the other hand, merging collisions occur when
two vehicles in different two-hop sets accessing the same time slot become members of the same two-hop set due to changes in their position. Generally, in VANETs, merging collisions are likely to occur in the following cases [7]:

- Vehicles moving at different speeds.
- Vehicles moving in opposite directions.
- There are RSUs installed along the road.

Figure 1 shows an example of the second case of the merging collision problem, when vehicle B in the first two-hop set moving in the opposite direction to vehicle D in the second two-hop set is using the same time slot as B. Since B and D become members of the same two-hop set at instant \((t + k)\), a collision occurs at vehicle C.

IV. Centralized TDMA Based Scheduling Algorithm

A. CTMAC Preliminaries

We propose an infrastructure-based TDMA scheduling scheme which exploits the linear feature of VANET topologies. The vehicles’ movements in a highway environment are linear due to the fact that their movements are constrained by the road topology. Our scheduling mechanism is also based on the assumption that the highway is equipped with some RSUs (i.e. one RSU for each \(2 \times R\) meters, where \(R\) is the communication range). The time slots in each TDMA frame are partitioned into two sets \(S_1\) and \(S_2\) associated with vehicles moving in the adjacent RSU areas. These sets of time slots are reused along the highway in such a way that no vehicles belonging to the same set of two-hop neighbors using the same time slot. As shown in Figure 2, the vehicles in the coverage area of \(RSU_1\) and those in the coverage area of \(RSU_2\) are accessing disjoint sets of time slots. As a result, the scheduling mechanism of CTMAC can decrease the collision rate by avoiding the interference of the inter-RSU without using any complex band. Each active vehicle keeps accessing the same time slot on all subsequent frames unless it enters another area covered by another RSU or a merging collision problem occurs. Each vehicle uses only its allocated time slot to transmit its packet on the control channel.

B. Centralized TDMA slot scheduling mechanism

Our centralized TDMA scheduling mechanism uses a slot reuse concept to ensure that vehicles in adjacent areas covered by two RSUs have a collision-free schedule. The channel time is partitioned into frames and each frame is further partitioned into two sets of time slots \(S_1\) and \(S_2\). These sets are associated with vehicles moving in the adjacent RSU areas. These sets of time slots are reused along the highway in such a way that no vehicles belonging to the same set of two-hop neighbors using the same time slot. As shown in Figure 2, the vehicles in the coverage area of \(RSU_1\) and those in the coverage area of \(RSU_2\) are accessing disjoint sets of time slots. As a result, the scheduling mechanism of CTMAC can decrease the collision rate by avoiding the interference of the inter-RSU without using any complex band. Each active vehicle keeps accessing the same time slot on all subsequent frames unless it enters another area covered by another RSU or a merging collision problem occurs. Each vehicle uses only its allocated time slot to transmit its packet on the control channel.

Fig. 3. Frame Information (FI) structure.

In CTMAC, each RSU constructs and maintains a Frame Information (FI) of length equal to the number of time slots.

\(^3\)The set of two-hop neighbors of any vehicle \(x\) is the set of vehicles that can be reached at a maximum of two hops from vehicle \(x\)
per frame, $\tau$. The FI consists of a set of ID Fields (IDFs) and each one is dedicated to the corresponding time slot of a frame. The FI structure is shown in Figure 3. Each IDF consists of three fields: VC_ID, SLT_STS and PKT_TYP. The VC_ID field contains the ID of the vehicle that is accessing this slot. The SLT_STS field contains the status of each slot which indicates whether the slot is Idle, Busy or in Collision. Finally, the PKT_TYP field indicates the type of packet transmitted by the vehicle, i.e., periodic information or event-driven safety messages. Unlike the VeMAC and ADHOC MAC protocols, in the CTMAC protocol, only the RSU nodes periodically broadcast their frame information and each vehicle will update its frame information based on the packet transmitted by its RSU. However, a vehicle broadcasts its frame information only when an access collision problem is detected.

At the end of each frame, each RSU $u$ can determine the set of free time slots based on its frame information, denoted by $F(u)$. When an RSU has one or more available time slots, it announces that by broadcasting a Slot Announcement (SA) message containing its identity $(SA \rightarrow NODE\_ID)$ to all the vehicles in its coverage area. When a vehicle receives an SA message, and if it wishes to access the channel, it tries to get the attention of the RSU by sending it a Slot Request message (SREQ) including its identity. Algorithm 1 outlines the details of the slot reservation mechanism. $v$ represents the vehicle that needs to reserve a time slot, $timer_1$ is a timer and $TS(v)$ is the time slot that is successfully acquired by vehicle $v$. When an RSU receives the SREQ message, it checks whether there is an available time slot and, if there is, the RSU sends a Slot Reply message (SREP) to the corresponding vehicle including the slot index $(SREP \rightarrow SLT\_ID)$. After the reception of the SREP, the vehicle $v$ starts to broadcast its message during its time slot, $TS(v) = SREP \rightarrow SLT\_ID$. Otherwise, if the timer expires and no response has been received from the RSU (lines 12-14), the vehicle $v$ will repeat the same steps.

Algorithm 1 Action at each vehicle that will reserve a time slot

1: // TDMA slot assignment
2: if vehicle $v$ receives an SA message from RSU $u$ then
3: $MY\_RSU\_ID = SA \rightarrow NODE\_ID$
4: vehicle $v$ randomly reserves a temporary time slot, say slot $k$.
5: end if
6: if $v$ sends a SREQ to RSU $u$ during the time slot $k$. then
7: while $timer_1$! = 0 do
8: if vehicle $v$ receives an SREP message from RSU $u$ then
9: vehicle $v$ starts to broadcast its message during the time slot $SREP \rightarrow SLT\_ID$.
10: end if
11: end while
12: if $(timer_1 == 0)$ and $(TS(v) == \emptyset)$ then
13: go to 2.
14: end if
15: // TDMA schedule maintenance
16: while $TS(v) == \emptyset$ do
17: if $MY\_RSU\_ID = SA \rightarrow NODE\_ID$ then
18: go to 2.
19: end if
20: end while

If a vehicle receives an SREQ to allocate a new time slot and if it receives an SREP from the RSU it will release its current time slot and it will start to broadcast its packet during the time slot allocated by the new RSU. Moreover, when an RSU does not receive a message from a vehicle $v$ during its slot, it considers that it has left its coverage area and it releases its time slot. Algorithm 2 outlines the behavior of our scheme during the procedure of slot scheduling at the RSU.

Algorithm 2 Slot scheduling procedure executed at each RSU

1: $S_i$: The set of time slots managed by the RSU $u$.
2: if current_slot $\neq TS(u)$ and $F(u) \neq \emptyset$ then
3: $u$ broadcasts an SA message.
4: end if
5: if $u$ receives an SREQ message from vehicle $v$ then
6: if $\exists k \in S_i$ such that $FI[k].SLT\_STS = Free$ then
7: $u$ allocates the slot $k$ to vehicle $v$.
8: end if
9: end if
10: while true do
11: if $v$ detects that a vehicle has left its coverage area, say vehicle $i$. then
12: $FI[TS(i)].SLT\_STS = Free$
13: end if
14: end while

C. Access Collision Avoidance

In Figure 4, we show an example of Access Collision Avoidance (ACA) mechanism implemented by CTMAC. The VANET scenario consists of 4 vehicles identified from (v1 to v4) and one RSU, using a CTMAC’s scheduling represented by vectors (one vector for each node) of length equal to 5. Each element of a vector represents one time slot that can be used by only one node to send messages. We assume that two vehicles $v_3$ and $v_4$ have sent respectively their SREQ1, SREQ2 to RSU1 during the same time slot ($ts = 3$) in frame $i$, as shown in Figure 4. The RSU did not confirm their reservations because their packets collided. Since the neighboring vehicles $v_1$ and $v_2$ have respectively received SREQ1 and SREQ2 without a collision problem, they will update their frame information by adding the vehicles $v_3$ and $v_4$ and then will send their new captured frame information to the RSU1 during the time slot $ts = 2$ and $ts = 3$ in frame $i+1$, respectively. Upon reception, the RSU1 observes that $v_3$ and $v_4$ are trying access the channel and to prevent the access collision problem occurring again, it will broadcast frame information including new time slots for vehicles $v_3$ and $v_4$ during the time slot $ts = 1$ in frame $i + 2$. When all vehicles receive a packet transmitted by an RSU1, they will update their FIs.

V. SIMULATION RESULTS AND PERFORMANCE EVALUATION

A. Simulation Scenarios

We generated a realistic VANET environment by selecting a real highway area from a digital map which took into account lane directions. Figure 5 shows a metropolitan area from a map of San Jose (California) of size $3000m \times 100m$ exported from OpenStreetMap (OSM) and edited using Java
OpenStreetMap Editor (JOSM). Then MOVE and SUMO [12] were used respectively to generate vehicular traffic scenarios and to simulate the area with vehicular traffic. To do that, we defined a vehicle flow which described a swarm of vehicles in each direction. The parameters of each vehicle flow consisted of the maximum number of vehicles, the starting road and destination of the flow, the time to start and end the flow. We assigned a random speed to each vehicle between 120 km/h and 150 km/h. Then the traffic traces generated by SUMO were used in the ns2.34 simulator. The simulation parameters used in our experiments are summarized in Table I.

We have used a parameter, called RSU Coverage Occupancy (RCO) [8], equal to $N_v \times \frac{2R}{L_h} \times \frac{1}{2}$ in a highway scenario, where $N_v$ is the total number of active vehicles, $R$ is the communication range and $L_h$ is the length of the highway. CTMAC is evaluated based on the following metrics:

1) The access collision rate: is defined as the average number of access collisions per slot per RSU coverage area.
2) The merging collision rate: is defined as the average number of merging collisions per slot per RSU coverage area.
3) The packet loss rate: is defined as the average of the total number of vehicles that do not successfully receive messages to the total number of vehicles within communication range of the transmitter.
4) Overhead: which is the rate of control packets used to allocate a time slot as well as to maintain the TDMA schedules.

### Table I. Simulation parameters

<table>
<thead>
<tr>
<th>Parameter</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>Highway length</td>
<td>2.5 km</td>
</tr>
<tr>
<td>Lanes/direction</td>
<td>2</td>
</tr>
<tr>
<td>Vehicle speed</td>
<td>120 km/h</td>
</tr>
<tr>
<td>Speed standard deviation</td>
<td>30 km/h</td>
</tr>
<tr>
<td>Transmission range (R)</td>
<td>310 m</td>
</tr>
<tr>
<td>Slot/frame (τ)</td>
<td>100</td>
</tr>
<tr>
<td>Slot duration (s)</td>
<td>0.001 s</td>
</tr>
<tr>
<td>Simulation time</td>
<td>120 s</td>
</tr>
</tbody>
</table>

B. CTMAC performance evaluations

Figure 6 shows the rate of merging collisions for the CTMAC, VeMAC and ADHOC MAC protocols when varying the RSU Coverage Occupancy (RCO). We can note from this figure that CTMAC prevents more merging collisions than ADHOC MAC and VeMAC even for a high RCO. These results can be explained by the fact that CTMAC separates neighboring RSU areas by assigning disjoint sets of time slots to vehicles traveling in these areas. However, in VeMAC, the vehicles that cannot access a time slot from the set of slots reserved for its direction, will attempt to access any available time slot reserved for vehicles moving in the opposite direction. As a result, the merging-collisions occur frequently in VeMAC when traffic density is high, especially when the number of vehicles in each direction is not equal. However, these results might well be expected for the ADHOC MAC
protocol since all vehicles randomly acquire a time slot in the frame without considering which direction they are moving in, which could make it susceptible to the merging collisions problem in highway scenarios where the vehicles are moving in opposite directions.

Figure 6. The rate of merging collisions.

Figure 7 shows the access collision rates of the three TDMA based MAC protocols under consideration. For a $RCO \leq 0.6$, all the protocols have almost the same access collisions rate, while for a $RCO \geq 0.7$, CTMAC starts to perform better than VeMAC and ADHOC MAC. These results can be explained by the fact that VeMAC and ADHOC MAC have achieved a higher rate of merging collision compared to CTMAC. Indeed, upon detecting of merging-collisions, the nodes in collision should release their time slots and request new ones, which can reproduce access-collisions. Moreover, as discussed in Section 4, by using the RSU as a central coordinator to schedule and maintain time slot assignment for the vehicles in its coverage area one can prevent the access collision problem occurring more than once between the same vehicles that are trying to access the channel.

Figure 7. The rate of access collisions.

The packet loss rates of the three MAC protocols under consideration are shown in Figure 8. It can be seen that our MAC protocol has the lowest packet loss rate, especially for a high RCO, due to its ability to handle the access and merging collision problem. For instance, at a $RCO = 1$, the VeMAC and ADHOC MAC protocols show approximately 103.4% and 90.1% higher rates of packet loss than the CTMAC protocols, respectively.

Figure 8. The rate of packet loss under various traffic densities.

Figure 9 shows the overhead (Mega octet) generated by each protocol during 120s. We can see from this figure that CTMAC has reduced the overhead compared to VeMAC and ADHOC MAC. For instance, at $RCO=0.96$, the overhead is reduced by respectively 85.52% and 83.81% on average when CTMAC is used compared to the VeMAC and ADHOC MAC protocols. These results can be explained by the fact that CTMAC uses the RSUs to assign time slots and to disseminate the FI and then all vehicles within their communication range will update their slot schedule tables based on the FI received, in contrast to VeMAC and ADHOC MAC that are fully distributed protocols in which each vehicle periodically broadcasts the FI to its direct neighbors in order to maintain the TDMA schedule table.

Figure 9. TDMA scheduling Overhead.
VI. CONCLUSION

In this paper, we proposed a centralized TDMA-based MAC protocol, named CTMAC in which an RSU is used as a local channel coordinator for the vehicles within its communication range. The ways that slots are allocated and reused between the RSU’s coverage areas are designed to avoid collisions caused by the interference problem between vehicles in the overlapping regions. The simulation results show that, compared to VeMAC and ADHOC MAC protocols, CTMAC has succeeded to provide a smaller rate of access and merging collisions as well as the overhead required to create and maintain the TDMA schedules.

In future work, CTMAC will be extended to support multichannel operation and to provide a reliable multi-hop broadcast service on the control channel. Moreover, we will carry out extensive simulations to compare it with the IEEE 802.11p standard. In addition, the future version of CTMAC will allow each vehicle to acquire more than one time slot per frame on the transmission channel.
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